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MEMORANDUM FOR SEE DISTRIBUTION 

SUBJECT: Moratorium on Fielding of Network Operations (NetOps) Tools to Brigade 
Combat Teams (BCTs) 

1. References: 

a. Memorandum, Secretary of the Army, 9 Sep 11, subject: Information Technology 
(IT) Management Reforms. 

b. Memorandum, Vice Chief of Staff of the Army (VCSA), 28 Dec 09, subject: 
Achieving Army Network and Battle Command Modernization Objectives. 

c. Common Operating Environment (COE) Architecture, Appendix C to Guidance 
for 'End State' Army Enterprise Network Architecture, 1 Oct 10. 

d. Department of Defense Instruction (0001) 8410.02, NetOps for the Global 
Information Grid (GIG), 19 Dec 08. 

e. 00015000.02, Operation of the Defense Acquisition System, 8 Dec 08. 

f. Memorandum, Chief Information Officer/G-6 (CIO/G-6) and Assistant Secretary of 
the Army for Acquisition, Logistics & Technology (ASA(AL T», 4 May 09, subject: Use of 
Computer Hardware, Enterprise Software and Solutions (CHESS) as the Primary 
Source for Procuring Commercial IT Hardware and Software. 

2. Purpose. In accordance with VCSA direction, this memorandum establishes policy 
for the management of NetOps tools, beyond the current on-hand capability, used to 
support Brigade Combat Teams (BCTs). 

3. Background: 

a. The Secretary of the Army directed the CIO/G-6 to achieve resource efficiencies 
by eliminating redundant IT processes. 

b. In accordance with VCSA direction, the CIO/G-6 and ASA(AL T) instituted the 
COE to give guidance for standards in computing environments. 
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c. A recent Network Integration Evaluation (NIE) 12.1 NetOps assessment revealed 
that there are too many NetOps tools in the BCT toolset to effectively execute NetOps. 
The training burden introduced by so many tools is untenable. It is resource inefficient 
for the Army to purchase and sustain multiple NetOps tools with similar functions. 

4. Definition. 0001 8410.02 defines NetOps as the DoD-wide operational, organization, 
and technical capabilities for operating and defending the GIG. NetOps tools provide 
GIG Enterprise Management, GIG Network Defense, and GIG Content Management. 

5. Policy: 

a. Moratorium. Army organizations will not field any NetOps tools to the BCTs or 
their Direct Reporting Units, unless approved through the configuration control process 
defined below. 

(1) Configuration control. NetOps tools are subject to NIE evaluation. The 
G-3/5/7 LandWarNetlBattle Command (LWN/BC) Directorate is the validation authority 
for the introduction of NetOps tools into BCTs, in accordance with Reference (b). 

(2) Applicability. This policy applies to all NetOps tools being fielded to BCTs for 
S-6 control, unless part of the current on-hand capability of the BCT or past acquisition 
Milestone C as of the date of establishment of this policy. This includes Programs of 
Record and commercial-off-the-shelf equipment. 

b. Compliance. Enforcement of this policy will begin on the date of signature by the 
CI0/G-6. This policy will be reviewed for update by 30 Sep 14. 

c. Intended effect. This policy contributes to the goal of simplified automated 
assessment of the network for Signal Soldiers to support decision-making. 

6. Points of contact. 1) CI0/G-6: COL CP Watkins, DSN 312-260-8961 or 
christopher.p.watkins2.mil@mail.mil; 2) G-3/5/7 LWN/BC for NIE: 
COL James Donnelly, DSN 312-865-2603 or james.a.donnelly6.mil@mail.mil; and 
3) G-3/5/7 LWN/BC POC NetOps consolidation: MAJ Josh McCaw, DSN 312-865-2617 
or joshua.mccaw@us.army.mil. 

~~". ~~ 
SUSAN S. LAWRENCE 
Lieutenant General, GS 
Chief Information Officer/G-6 
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DISTRIBUTION: 

PRINCIPAL OFFICIALS OF HEADQUARTERS, DEPARTMENT OF THE ARMY 

(CO NT) 


COMMANDER 

U.S. ARMY FORCES COMMAND 
U.S. ARMY TRAINING AND DOCTRINE COMMAND 
U.S. ARMY MATERIEL COMMAND 
U.S. ARMY EUROPE 
U.S. ARMY CENTRAL 
U.S. ARMY NORTH 
U.S. ARMY SOUTH 
U.S. ARMY PACIFIC 
U.S. ARMY AFRICA 
U.S. ARMY SPECIAL OPERATIONS COMMAND 

MILITARY SURFACE DEPLOYMENT AND DISTRIBUTION COMMAND 

U.S. ARMY SPACE AND MISSILE DEFENSE COMMAND/ARMY FORCES 

STRATEGIC COMMAND 

EIGHTH U.S. ARMY 

U.S. ARMY CYBER COMMAND 
U.S. ARMY NETWORK ENTERPRISE TECHNOLOGY COMMAND/9TH SIGNAL 

COIVIMAND (ARMY) 
U.S. ARMY MEDICAL COMMAND 
U.S. ARMY INTELLIGENCE AND SECURITY COMMAND 
U.S. ARMY CRIMINAL INVESTIGATION COMMAND 
U.S. ARMY CORPS OF ENGINEERS 
U.S. ARMY MILITARY DISTRICT OF WASHINGTON 
U.S. ARMY TEST AND EVALUATION COMMAND 
U.S. ARMY RESERVE COMMAND 
U.S. ARMY INSTALLATION MANAGEMENT COMMAND 

SUPERINTENDENT, U.S. MILITARY ACADEMY 
DIRECTOR, U.S. ARMY ACQUISTION SUPPORT CENTER 
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